![](data:image/png;base64,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)

LiME – Linux Memory Extractor

Instructions v1.3

July 7, 2014

Contents

[1.0 Introduction 3](#_Toc392506338)

[2.0 Obtaining LiME 3](#_Toc392506339)

[3.0 Compiling LiME 4](#_Toc392506340)

[3.1 Compiling LiME for Linux 4](#_Toc392506341)

[3.2 Compiling a Debug Version of LiME 4](#_Toc392506342)

[3.3 Cross-Compiling LiME for Android 4](#_Toc392506343)

[4.0 Using LiME 7](#_Toc392506344)

[4.1 LiME Parameters 7](#_Toc392506345)

[4.2 Acquisition of Memory over TCP 7](#_Toc392506346)

[4.3 Acquisition of Memory to Disk (SD-Card) 8](#_Toc392506347)

[5.0 LiME Memory Range Header Version 1 Specification 9](#_Toc392506348)

# Introduction

LiME (formerly DMD) is a Loadable Kernel Module (LKM)that allows the acquisition of volatile memory from Linux and Linux-based devices, such as those powered by Android. The tool supports acquiring memory either to the file system of the device or over the network. LiME is unique in that it is the first tool that allows full memory captures from Android devices. It also minimizes its interaction between user and kernel space processes during acquisition, which allows it to produce memory dumps that are more forensically sound than those of other tools designed for Linux memory acquisition.

LiME was first announced at ShmooCon 2012. The video of the presentation can be found [here](http://www.youtube.com/watch?v=oWkOyphlmM8), and the slides are available for download [here](http://digitalforensicssolutions.com/Android_Mind_Reading.pdf).

# Obtaining LiME

To obtain LiME, please see the instructions at: <http://code.google.com/p/lime-forensics>.

# Compiling LiME

## Compiling LiME for Linux

LiME is a Loadable Kernel Module (LKM). LiME ships with a default Makefile that should be suitable for compilation on most modern Linux systems.

For detailed instructions on using LKM see the file [Documentation/kbuild/modules.txt](http://lxr.linux.no/linux/Documentation/kbuild/modules.txt) included with the Linux kernel source.

## Compiling a Debug Version of LiME

When compiling LiME with the default Makefile, using the command “make debug” will compile a LiME module with extra debug output. The output can be read by using the *dmesg* command on Linux.

## Cross-Compiling LiME for Android

In order to cross-compile LiME for use on an Android device, additional steps are required.

**PREREQUISITES**  
  
*Disclaimer:  This list may be incomplete. Please let us know if we've missed anything.*

* Install the general android prerequisites found [here](http://source.android.com/source/download.html).
* Download and un(zip|tar) the android NDK found [here](http://developer.android.com/sdk/ndk/index.html).
* Download and un(zip|tar) the android SDK found [here](http://developer.android.com/sdk/index.html).
* Download and untar the kernel source for your device.  This can usually be found on the website of your device manufacturer or by a quick Google search.
* Root your device.  In order to run custom kernel modules, you must have a rooted device.
* Plug the device into computer via a USB cable.

**SETTING UP THE ENVIORNMENT**  
  
In order to simplify the process, we will first set some environment variables. In a terminal, type the following commands.

$ export SDK\_PATH=/path/to/android-sdk-linux/

$ export NDK\_PATH=/path/to/android-ndk/  
$ export KSRC\_PATH=/path/to/kernel-source/  
$ export CC\_PATH=$NDK\_PATH/toolchains/arm-linux-androideabi-4.4.3/prebuilt/linux-x86/bin/  
$ export LIME\_SRC=/path/to/lime/src

**PREPARING THE KERNEL SOURCE**  
  
We must retrieve and copy the kernel config from our device.

$ cd $SDK\_PATH/platform-tools  
$ ./adb pull /proc/config.gz  
$ gunzip ./config.gz  
$ cp config $KSRC\_PATH/.config

Next we have to prepare our kernel source for our module.

$ cd $KSRC\_PATH   
$ make ARCH=arm CROSS\_COMPILE=$CC\_PATH/arm-eabi- modules\_prepare

**PREPARING THE MODULE FOR COMPILATION**  
  
We need to create a Makefile to cross-compile our kernel module.  A sample Makefile for cross-compiling is shipped with the LiME source. The contents of your Makefile should be similar to the following:

obj-m := lime.o  
lime-objs := main.o tcp.o disk.o

KDIR := /path/to/kernel-source  
PWD := $(shell pwd)  
CCPATH := /path/to/android-ndk/toolchains/arm-linux-androideabi-4.4.3/prebuilt/linux-x86/bin/  
default:  
 $(MAKE) ARCH=arm CROSS\_COMPILE=$(CCPATH)/arm-eabi- -C $(KDIR) M=$(PWD) modules

**COMPILING THE MODULE**

$ cd $LIME\_SRC  
$ make

# Using LiME

To illustrate the use of LiME, we will now walk through two examples of acquiring memory from an Android device. We will first discuss the acquisition of memory over a TCP connection, followed by a discussion of acquiring a memory dump via the device’s SD card. The use of LiME on other Linux devices is similar; however, the use of the Android debug bridge (*adb*) is not needed.

## LiME Parameters

Starting in version 1.1, LiME now supports multiple output formats, including a custom lime format which integrates with Volatility’s new lime address space. This means that additional parameters are needed when installing the LiME kernel module.

NOTE: There is a bug in the *insmod* utility on some Android devices. Multiple kernel module parameters must be wrapped in quotation marks, otherwise only the first parameter will be parsed. See sections 4.2 and 4.3 for examples.

**LiME Parameters**

* path
  + Either a filename to write on the local system (SD Card) or tcp:<port>
* format
  + raw
    - Simply concatenates all System RAM ranges
  + padded
    - Pads all non-System RAM ranges with 0s, starting from physical address 0
  + lime
    - Each range is prepended with a fixed-sized header which contains address space information
    - Volatility address space developed to support this format
* dio (optional)
  + 1 to enable Direct IO attempt (default), 0 to disable

## Acquisition of Memory over TCP

The first step of the process is to copy the kernel module to the device’s SD card using the Android Debug Bridge (*adb*), which supports a number of interactions with an Android device tethered via USB. We then use *adb* to setup a port-forwarding tunnel from a TCP port on the device to a TCP port on the local host. The use of *adb* for network transfer eliminates the need to modify the networking configuration on the device or introduce a wireless peer—all network data is transferred via USB. For the example below, we have chosen TCP port 4444. We then obtain a root shell on the device by using *adb* and *su*. To accomplish this, we run the following commands with the phone plugged into our computer and debugging enabled on the device.

$ adb push lime.ko /sdcard/lime.ko

$ adb forward tcp:4444 tcp:4444

$ adb shell

$ su

#

Memory acquisition over the TCP tunnel is then a two-part process. First, the target device must listen on a specified TCP port and then we must connect to the device from the host computer. When the socket is connected, the kernel module will automatically send the acquired RAM image to the host device.

In the *adb* root shell, we install our kernel module using the *insmod* command. To instruct the module to dump memory via TCP, we set the path parameter to “tcp”, followed by a colon and then the port number that *adb* is forwarding. On our host computer, we connect to this port with *netcat* and redirect output to a file. We also select the “lime” formatting option. When the acquisition process is complete, LiME will terminate the TCP connection.

The following command loads the kernel module via *adb* on the target Android device:

# insmod /sdcard/lime.ko “path=tcp:4444 format=lime”

On the host, the following command captures the memory dump via TCP port 444 to the file “ram.lime”:

$ nc localhost 4444 > ram.lime

## Acquisition of Memory to Disk (SD-Card)

In some cases, such as when the investigator wants to make sure no network buffers are overwritten, disk-based acquisition may be preferred to network acquisition. To accommodate this situation, LiME provides the option to write memory images to the device’s file system. On Android, the logical place to write is the device’s SD card.

Since the SD card could potentially contain other relevant evidence to the case, the investigator may wish to image the SD card first in order to save unallocated space. Unfortunately, some Android phones, such as the HTC EVO 4G and the Droid series, place the removable SD card to be either under or obstructed by the phone’s battery, making it impossible to remove the SD card without powering off the phone (these phones will power down if the battery is removed, even if they are plugged into a power source!). For this reason, the investigator needs to first image the SD card, and then subsequently write the memory image to it. While this process violates the typical “order of volatility” rule of thumb in forensic acquisition, namely, obtaining the most volatile information first, it is necessary to properly preserve all evidence.

Fortunately, imaging the SD card on an Android device that will be subjected to live forensic analysis (including memory dumping) does not require removal of the SD card. Tethering the device to a Linux machine, for example, and activating USB Storage exposes a /dev/sd? device that can be imaged using traditional means (e.g., using dd on the Linux box). Activating USB Storage mode unmounts the SD card on the Android device, so a forensically valid image can be obtained.

With USB Storage mode deactivated, we copy the LiME kernel module to the device using the same steps described in the last section. When installing the module using *insmod*, we set the path parameter to /sdcard/ram.lime to specify the file in which to write the memory dump. We also select the “lime” format option:

# insmod /sdcard/lime.ko “path=/sdcard/ram.lime format=lime”

Once the acquisition process is complete, we can power down the phone, remove the SD card from the phone, and transfer the memory dump to the examination machine. If the phone cannot be powered down, *adb* can also be used to transfer the memory dump to the investigator's machine.

# LiME Memory Range Header Version 1 Specification

typedef struct {

unsigned int magic; // Always 0x4C694D45 (LiME)

unsigned int version; // Header version number

unsigned long long s\_addr; // Starting address of physical RAM range

unsigned long long e\_addr; // Ending address of physical RAM range

unsigned char reserved[8]; // Currently all zeros

} \_\_attribute\_\_ ((\_\_packed\_\_)) lime\_mem\_range\_header;